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1. WA Cyber Security Policy clause 

1.1 Accountable Authority  

The Accountable Authority (Director General, Chief Executive Officer or Chief Employee) of 

an entity is accountable for the entity’s risk management, including cyber security risk 

management. The Accountable Authority must: 

¶ Manage the entity’s cyber security risks. 

¶ Allocate executive responsibility for cyber security. 

¶ Consider the implications of their entity’s cyber security risk management decisions on 

other WA entities and share information on risks with DGov where appropriate. 

¶ Allocate adequate resources to implement this policy and ensure the continuity of its 

implementation. 

 

2. Guidance 

Accountable Authority is defined under Part 4 of the Financial Management Act 2006.  

In the WA Cyber Security Policy (the Policy) and this Policy Implementation guidance 

document, the term is used to mean the Director General, Chief Executive Officer 


